
 

  

  

 

 

General Data Protection Regulation - 
Post implementation challenges & 
Sustainable compliance 

 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Aim: 
The new General Data Protection Regulation EU2016/679 (EU GDPR) came 
into force in May 2018. Not many pieces of legislation have created such big 
ripples within so many business sectors as GDPR. Ever since the Regulation 
came into force, organisations have been struggling to understand how the 
requirements will be integrated into their specific business environment. 
GDPR compliance is a moving target and a long-term journey or process. The 
aim of this training seminar is to provide for organisations a pragmatic and 
effective roadmap on how a GDPR compliance programme can be 
integrated into their ‘business as usual’ environment and how to sustain and 
improve their existing programmes. 

 
 
 
 
  

SEMINAR DETAILS 
 

Dates: 17 October 2019 
Time:  9:00 – 17:15 
Duration: 7 hours / CPD units 
Town:  Nicosia  
Venue:  University of Nicosia / Globaltraining  
Language:  English 
Cost:  €210. Cost After HRDA €91. 

Lecturer’s Profile: Pantelis Angelides, MSyI, RISC 
Pantelis Angelides has extensive experience in Governance, Risk Management and Compliance, as well as in project management. He 

 

HRDA Subsidy: 
The programme has been approved by HRDA.  
Enterprises that participate with their employees 
who satisfy HRDA’s criteria, are entitled to subsidy. 

 

 
 

Contact Details: 
For more information and registrations please contact 
 

Student and Client Services 
Tel: 77 77 80 30 
Fax: 22 35 74 84 
Email: seminars@globaltraining.org 

 
 

Participants’ profile:  
This seminar is addressed to Chief Executive Officers, Directors, or 
business managers who are involved in compliance projects or want 
to gain understanding and knowledge how the new regulation will 
impact their organisation. Legal Counsels, Data Protection Officers 
(DPOs), Information security managers, Chief Technology Officers, 
Risk and Compliance Officers, Project managers, Marketing, Sales, 
Human Resources,  Finance and individuals from the broader civil 
society who are looking to develop further knowledge and be involved 
in data protection industry.  

Objective:  

The training seminar goes beyond explaining the legal requirements of EU GDPR. It is designed for business leaders who wish to optimise their efforts to 
integrate GDPR requirements into a sustainable GDPR compliance framework. It will expand on how to establish effective mechanisms which are required to 
cope with the many GDPR implementation challenges and drive strategic and operational benefits. Through actual case studies, real practice applications and 
lessons learned, the participants, upon completion of the training, will be expected to: 

 Learn how to translate legal requirements of GDPR into actual business imperatives in order build the level of trust with your stakeholders with respect 
to personal data protection and privacy and turn GDPR from a showstopper into a business enabler  

 Learn from the evolving data privacy industry, the challenges faced by similar organisations, and how they cope with privacy issues 

 Discern the basic components of an effective privacy management framework (policies, procedures, assessments and other technical and organisational 
mechanisms) which enable your organisation to demonstrate compliance and manage privacy in a systematic way 

 Understand the risk -based approach promoted by the regulation (DPIA) and be in a position to develop an effective response to data risk and especially 
data breaches 

 Cultivate a privacy culture and accept the notion “the individual is in control of personal data”  

 Appreciate the significance of personal data protection in the “Digital Age” and how your relationships with customers and other stakeholders will 
transform through GDPR.  
 

The main objective of this seminar is to review the main requirements of the data protection legislation and any changes (updates) since its publication and 
concentrate on the main areas of weaknesses in the practical implementation of the legislation. I would also leave some of text already in the objective like It 
is designed for business leaders who wish to optimise their efforts to integrate GDPR requirements into a sustainable GDPR compliance framework. It will 
expand on how to establish effective mechanisms which are required to cope with the many GDPR implementation challenges and drive strategic and 
operational benefits. Through actual case studies, real practice applications and lessons learned, the participants, upon completion of the training, will be 
expected to: 

  

Indicatively, on the first year after the enforcement of the GDPR, the Cyprus Office of the Commissioner for 

Personal Data Protection, announced that they have received:  

464 complaints, 54 notifications of personal data breaches, 16 Decisions out of which 9 imposed heavy fines. Some 

of these case studies and other shortcomings will be discussed during the training seminar, hence highlighting these 

issues and discussing what actions should be or have been taken, in order to minimise such reputational and 

financial risks to each company.  
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Certification: 
All participants will be awarded a certificate.  Each hour of 
attendance will account for one unit of Continuing Professional 
Development (CPD) as required for members of most professional 
bodies. 

 

In-house Seminars: 
Globaltraining has been cooperating with many companies in 
Cyprus and abroad for covering their in-house training needs.  
Some of these companies are large multinational companies with 
presence in Cyprus and abroad.  The clients we serve include a 
wide range of industries, including banking, accounting and 
audit, investment services firms, telecommunication, 
construction and retail.  Tailor-made seminars are offered upon 
request from clients. 

Lecturer’s Profile: Pantelis Angelides, MSyI, RISC 
Pantelis is an experienced governance, risk and compliance professional with a proven track record of complex projects in the security and 
data protection industry. He provides expert advice to top level executives within the banking, FMCG, technology, manufacturing, 
construction, education, tobacco, pharmaceuticals, business services and critical infrastructure utilities in the fields of Risk Management, 
Compliance, Physical & Information Security and Organisational Resilience. 
Pantelis through his multidisciplinary career, which extends in both local and multinational organisations, served successfully at both 
strategic and tactical level for a number of years. During this time, Pantelis developed technical skills and expertise on how to protect assets, 
optimise processes and turn regulatory challenges into opportunities. Building on this capacity, he currently leads GDPR compliance projects 
and provides data protection training courses at executive level both in Cyprus and abroad. He trains and works with a number of Privacy 
and Data Protection professionals from various sectors and provides solutions to complex data protection issues. Pantelis is an active 
member of various prestigious organisations globally, to stay upfront in new developments and acquire new knowledge relating to risk and 
data protection. 
 

SEMINAR PROGRAMME 

    17/10/2019  
General Data Protection Regulation -  Post implementation challenges & 

Sustainable compliance  

Time Duration Description 

 
9:00-11:00 

 
2:00 

 
EU GDPR Overview 

 Inside the GDPR regulation- business perspective   

 How data protection principles translate into real business value  

11:00-11:15 0:15 B r e a k  

 
11:15-12:30 

 
1:15 

 
Data Protection governance 

 The GDPR Risk based approach- privacy by design 

 Data subject rights as the vehicle to gaining trust 

 GDPR Roles and responsibilities  

12:30-13:15 0:45 L u n c h  B r e a k  

13:15-15:00 1:45 Privacy Management Framework - Experience and lessons learned so far  
 Framework constituents  

 Compliance mechanisms 

 Privacy and data protection existing culture 

15:00-15:15 
 

       0:15 
 

B r e a k  
 

15:15-17:15 2:00 Effective GDPR integration for sustainable compliance   

 Data mapping- records policy 

 Data security and resilience 

 Ongoing monitoring of compliance and accountability within a changing 

environment 

Questions and Answers 
Total Net 
Duration 

7:00 END OF SEMINAR  

 


